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Office of Personnel Management § 731.202 

of a risk designation system for agency 
use in an OPM issuance as described in 
§ 731.102(c). 

(b) Public Trust positions. Positions at 
the high or moderate risk levels would 
normally be designated as ‘‘Public 
Trust’’ positions. Such positions may 
involve policy making, major program 
responsibility, public safety and 
health, law enforcement duties, fidu-
ciary responsibilities or other duties 
demanding a significant degree of pub-
lic trust, and positions involving access 
to or operation or control of financial 
records, with a significant risk for 
causing damage or realizing personal 
gain. 

(c) Investigative requirements. (1) Per-
sons receiving an appointment made 
subject to investigation under this part 
must undergo a background investiga-
tion. OPM is authorized to establish 
minimum investigative requirements 
correlating to risk levels. Investiga-
tions should be initiated before ap-
pointment but no later than 14 cal-
endar days after placement in the posi-
tion. 

(2) All positions subject to investiga-
tion under this part must also receive 
a sensitivity designation of Special- 
Sensitive, Critical-Sensitive, or Non-
critical-Sensitive, when appropriate. 
This designation is complementary to 
the risk designation, and may have an 
effect on the position’s investigative 
requirement. Sections 732.201 and 
732.202 of this chapter detail the var-
ious sensitivity levels and investiga-
tive requirements. Procedures for de-
termining investigative requirements 
for all positions based upon risk and 
sensitivity will be published in OPM 
issuances, as described in §§ 731.102(c) 
and 732.201(b). 

(3) If suitability issues develop prior 
to the required investigation, OPM or 
the agency may conduct an investiga-
tion sufficient to resolve the issues and 
support a suitability determination or 
action, if warranted. If the person is 
appointed, the minimum level of inves-
tigation must be conducted as required 
by paragraph (c)(1) of this section. 

(d) Suitability reinvestigations. Agen-
cies, relying on authorities such as the 
Computer Security Act of 1987 and 
OMB Circular No. A–130 Revised (issued 
November 20, 2000), may require incum-

bents of certain public trust positions 
to undergo periodic reinvestigations. 
The appropriate level of any reinves-
tigation will be determined by the 
agency, but may be based on supple-
mental guidance provided by OPM. 

(e) Risk level changes. If an employee 
experiences a change to a higher posi-
tion risk level due to promotion, demo-
tion, or reassignment, or the risk level 
of the employee’s position is changed 
to a higher level, the employee may re-
main in or encumber the position. Any 
upgrade in the investigation required 
for the new risk level should be initi-
ated within 14 calendar days after the 
promotion, demotion, reassignment or 
new designation of risk level is final. 

(f) Completed investigations. Any suit-
ability investigation completed by an 
agency under provisions of paragraph 
(d) of this section must result in a de-
termination by the employing agency. 
The subject’s employment status (i.e., 
applicant, appointee, or employee as 
defined in § 731.101) will determine the 
applicable agency authority and proce-
dures to be followed in any action 
taken. 

[73 FR 20154, Apr. 15, 2008, as amended at 73 
FR 66492, Nov. 11, 2008] 

Subpart B—Suitability 
Determinations and Actions 

§ 731.201 Standard. 

The standard for a suitability action 
defined in § 731.203 and taken against an 
applicant, appointee, or employee is 
that the action will protect the integ-
rity or promote the efficiency of the 
service. 

§ 731.202 Criteria for making suit-
ability determinations. 

(a) General. OPM, or an agency to 
which OPM has delegated authority, 
must base its suitability determination 
on the presence or absence of one or 
more of the specific factors (charges) in 
paragraph (b) of this section. 

(b) Specific factors. In determining 
whether a person is suitable for Fed-
eral employment, only the following 
factors will be considered a basis for 
finding a person unsuitable and taking 
a suitability action: 
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